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p Steganography:

p Video steganography：
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Whether a secret message in this video?
What is the model architecture?
What is the model parameter? 
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p Invertible Block 
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p Invertible Neural Network 
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 X1 =  Z1
 X2 =  Z2 ∙ �( Z1) + H( Z1)
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Forward: Backward:



Proposed Method02

Contributions：
ü Large hiding capacity
ü Hiding a scalable number of secret videos into one video
ü Different receivers can recover different secret videos through a specific key
ü Invertible 3

p Overview 



Proposed Method02

3

p Network Structure  
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p Scalable Design  p Key-controllable Design  

Ø Customize the convolution kernel
Ø All convolution kernels share a parent matrix
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p Loss Function:  

Ø Forward hiding:  

Ø Backward recovering (w/o key control):  

Ø Backward recovering (w key control):  

Ø Final loss:  
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p Comparison on One-video Hiding:  p Comparison on Multiple-video 
Hiding:  
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p Key-controllable Video Steganography:  p Scalable Video Steganography:   



Experiment03

3

p Steganographic Analysis:  

Ø  Statistics-based steganalysis:  Ø  Learning-based steganalysis:  
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p Ablation Study:  

p Real-world Application:  



Conclusion04

3

ü We propose a large-capacity video steganography method, which can hide/recover 
multiple (up to 7) secret videos in/from a cover video. Our hiding and recovering are 
fully reversible via a single INN.

ü We propose a key-controllable scheme with which different receivers can recover 
particular secret videos from the same cover video via specific keys.

ü We propose a scalable embedding module, utilizing a single model and a single 
training session to satisfy different requirements for the number of secret videos 
hidden in a cover video.

ü Extensive experiments demonstrate that our proposed method achieves state-of-the-
art performance with large hiding capacity and flexibility.  
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Code: https://github.com/MC-E/LF-VSN
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